PRINCIPLE OF STORAGE LIMITATION EXERCISE
1. Which of the following best describes the Principle of Storage Limitation?  

a) Personal data should be stored indefinitely to ensure availability.  
b) Personal data should only be kept for as long as necessary for the purpose it was collected.  
c) Personal data can be stored as long as the organization desires.  
d) Personal data should be deleted immediately after it is collected.

2. Which of the following best represents compliance with the Storage Limitation principle?

a) Keeping employee data for an indefinite period in case it’s needed for future reference.
b) Retaining customer data until the end of the customer relationship and deleting it once no longer needed.
c) Storing personal data permanently if it may be useful in the future.
d) Holding personal data indefinitely as long as it is encrypted.

3. What should an organization do with personal data after it is no longer necessary for the purposes for which it was collected?

a) Transfer the data to a third party for further processing.
b) Archive the data indefinitely for potential future use.
c) Delete or anonymize the data.
d) Continue storing the data if it has potential marketing value.

4. When is it appropriate to store personal data for an extended period?

a) If there is a legal obligation requiring retention, such as for tax or employment records.
b) When the organization anticipates needing the data for future projects.
c) As long as the data is stored securely, regardless of purpose.
d) None of the above

5. Which of the following scenarios violates the Storage Limitation principle?

a)  By setting clear data retention policies and procedures.
b) By retaining data indefinitely and deciding on a case-by-case basis when to delete it.
c) By deleting all data as soon as it is collected.
d) By encrypting the data to ensure privacy, regardless of the storage period.

6. Which of the following is an exception to the general rule of Storage Limitation?
a) Personal data can be kept indefinitely if it is encrypted.
b) Personal data can be retained longer than usual if required by legal, regulatory, or contractual obligations.
c) Personal data can be stored forever if the organization has implemented proper security measures.
d) Personal data can be stored for as long as the data subject does not request its deletion.

7. How often should an organization review the personal data it holds to ensure compliance with the principle of storage limitation?  
a) Only when there is a data breach.  
b) Periodically, to determine if the data is still necessary and to delete what is no longer needed.  
c) Once, when the data is initially collected.  
d) Every ten years, regardless of data usage.

8. Under the Storage Limitation principle, data should be deleted or anonymized after it is no longer necessary for the purpose it was collected.
a) True
b) False

9. An organization can keep personal data indefinitely if there is no risk of a data breach.
a) True
b) False

10. Personal data can be retained for as long as it is securely stored.
a) True
b) False
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